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ABSTRACT 

Fraud is very liquid; thus, it could occur both in public sector and private institutions. The conse-
quences of fraud could be very damaging such as the loss of assets and the ruin of a company ’s repu-
tation. BPK as one of the governmental institutions in Indonesia is obliged to implement a whistle-
blowing system as a means to detect any fraudulent activities. It is believed that an effective whistle-
blowing system is likely to be credible and secure so that all employees could disclose misconducts 
without any hesitation. Therefore, this study aims to contribute to the novelty of the whistleblowing 
system which has been implemented in BPK. There are several elements to be considered in setting 
up a whistleblowing system namely, secrecy of the tipsters ’ identity, incentives, whistleblowers ’ pro-
tection, accessibility, training of ethical program, power owned by the addressee, the perpetrators 
and the potential whistleblowers, management ’s support as well as their response to the tips given 
by the employees. A questionnaire and descriptive statistical analysis are used to rank the elements 
from the most important to the least essential items in a whistleblowing system from the perspec-
tive of the employees in BPK. The result shows that BPK ’s employees consider the whistleblowers ’ 
protection as the most critical element in the system; whereas, rewards is the least factor which trig-
gers them to blow the whistle. Those elements, however, are integral parts which complement each 
other in establishing an effective whistleblowing mechanism.  
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INTRODUCTION  

The saying of “no one would win when fraud 

occurs” is a reality. Both a fraud perpetrator 

and an organization are likely to tackle 

adverse consequences of the fraudulent 

activities (Albrecht et al., 2014; Lowe et al., 

2015). When most organizations would 

suffer a significant loss as a result of stolen 

assets, expensive investigation process and 

reputation damage, the wrongdoers would 

have to face an embarrassment towards 

society and a loss of public trust. 

Unfortunately, fraudulent behaviour among 

employees, managers and the company’s 

third parties is extensive and needs to be 

rigorously curtailed. This is shown by the 

fact that the total number of fraud cases 

increase year by year (ACFE, 2016; Albrecht 

et al., 2014; KPMG, 2012; Lee & Fargher, 

2013). 

Some say that it is the auditors’ responsibi-

lity to detect fraud in a client’s organization. 

Nevertheless, Albrecht et al. (2014) claim 

that auditors are rarely present when the 

funds are stolen, bribery is conducted, or 

fraud is committed. The authors argue that it 

would be hard for them to detect fraud when 

the fraudsters commit and conceal the fraud 

as well as convert the stolen assets. It is 

probably because of the nature of the audi-

tors’ work-cycle, for instance, they would just 

spend a few weeks working in the organiza-

tion during an audit period, but they would 

stop as the audit period ends. Furthermore, 

auditors would not recognise the perpetra-

tors’ unusual behaviour, such as driving 

luxurious cars or living an extravagant 

lifestyle. Therefore, it is usually co-workers, 

managers and other employees who are in 

the best position to detect fraud in the first 

place (Albrecht et al., 2014; Apaza & Chang, 

2011; Dasgupta & Kesharwani, 2010; Lewis 

& Trygstad, 2009; Lowe et al., 2015). 

Consequently, managers of the organizations 

need to formulate a sufficient mechanism to 

detect fraud as early as possible before the 

amount of loss becomes too material. 

This awareness highlights the necessity of 

receiving tips and complaints from staff and 

managers when they have a knowledge or a 

suspicion that fraud is happening in the or-

ganization (Albrecht et al., 2014; Lowe et al., 

2015). Besides, Pittroff (2014) believes that 

the invaluable information given by the other 

employees would prevent a huge detriment 

in the organization. Therefore, most govern-

mental institutions across the world esta-

blished mandatory obligations for public or-

ganizations as well as private institutions to 

implement a whistleblowing system. Pittroff 

(2014) also argues that a whistleblowing sys-

tem is a crucial tool in the process of success-

ful fraud detection in both private and public 

sector organizations.  

Key Elements of a Whistleblowing  

System  

A whistleblowing system is a means to ac-

commodate the tips and complaints which 

are made by current or former workers of an 

institution as well as to bring the perpetra-

tors to the light (Apaza & Chang, 2011; Das-

gupta & Kesharwani, 2010). The authors 

claim that employees would disclose some 

red flags to a person or an organization that 

could follow up their tips optimally (or an 

addressee). The mechanism, however, may 

have some challenges to overcome such as 

the employees’ hesitancy due to possible re-

taliation or they may distrust the addressee 

(Lee & Fargher, 2013). These issues could 

indirectly cause the whistleblowing system to 

fail.  

There are some factors to be considered that 

would trigger and/or weaken employees’ in-

tention to utilise a whistleblowing system, 

such as (1) power to influence the partici-

pants who are potential whistleblowers and 

the addressee (Pittroff, 2014), (2) power of 
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the suspected wrongdoers (Gao et al., 2014; 

Pittroff, 2014; Robinson et al., 2012), (3) an-

onymity and confidentiality (Albrecht et al., 

2014; Alleyne et al., 2017; Lee & Fargher, 

2013; Pittroff, 2014), (4) incentives or re-

wards (Alleyne et al., 2017; Dasgupta & 

Kesharwani, 2010; Rose, et al., 2018; Yeoh, 

2014), (5) tipsters’ protection (Apaza & 

Chang, 2011; Lewis & Trygstad, 2009; Par-

ker, et al., 2017; Pittroff, 2014), (6) manage-

ment’s support (Alleyne et al., 2017; Kastiel, 

2015; Lee & Fargher, 2013), (7) accessibility 

(Kastiel, 2015; Lee & Fargher, 2013), (8) 

training of ethical programs (Alleyne et al., 

2017; Robinson et al., 2012), as well as (9) 

action or follow up from the addressee (Lee 

& Fargher, 2013; Lowe et al., 2015).  

To our best knowledge, no prior studies have 

evaluated those elements altogether as an 

integral factor in setting up the system. Thus, 

to distinguish this study from the previous 

ones, the authors will, firstly, examine the 

elements simultaneously. Secondly, while 

most of the studies related to whistleblowing 

were conducted in developed countries, the 

authors will focus on a developing country 

which is Indonesia (World Bank, 2017). In-

donesia is chosen because as a developing 

country, Indonesia is struggling to eradicate 

fraudulent activities among employees and 

managers who sit in a high or low manageri-

al level, both in public and private sectors. 

Based on the Association of Certified Fraud 

Examiners or ACFE’s report (2016), Indone-

sia has the second highest number of fraud 

cases among countries in the Asia-Pacific 

region with 42 cases, just below China with 

64 occurrences. Indonesia, additionally, was 

ranked 96 out of the 180 countries with the 

highest number of corruption cases (Trans-

parency International, 2017). Lastly, many 

studies related to the implementation of 

whistleblowing are concentrated on private 

companies; then, this study will focus on the 

public sector organization. Apaza and Chang 

(2011), moreover, argue that whistleblowing  

 

 

is an essential means in improving govern-

ment’s transparency and accountability.  

The Implementation of Whistleblo-

wing System in the Supreme Audit 

Board of the Republic of Indonesia or 

Badan Pemeriksa Keuangan Republik 

Indonesia (BPK) 

Corruption in the public sector in Indonesia 

is perceived as high. Transparency Interna-

tional (2017) reported that Indonesia’s Cor-

ruption Perception Index 2017 was scored 37 

points out of 100, on a scale of 0 (highly cor-

rupt) to 100 (very clean) as stated in figure 1. 

Therefore, in Indonesia, there is a regulation 

regarding the implementation of a whistle-

blowing system in the public sector, which is 

Instruksi Presiden Republik Indonesia No-

mor 2 Tahun 2014.  The law urges govern-

mental institutions in Indonesia to set up a 

whistleblowing system. However, it does not 

precisely regulate the elements which should 

exist in setting up the whistleblowing mecha-

nism to promote the effectiveness of the 

scheme, such as the tipsters’ reward and pro-

tection.  

One of the governmental organizations 

which are mandated to implement the whis-

tleblowing system based on the Instruksi 

Presiden Republik Indonesia Nomor 2 Ta-

Figure 1. Historical of Indonesia’s Corruption 

Index 1995-2018 
Source: Trading Economics (2018);  

Transparency International (2017) 
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hun 2014 is the Supreme Audit Board of the 

Republic of Indonesia or Badan Pemeriksa 

Keuangan Republik Indonesia (BPK). BPK 

is the only supreme audit institution which 

has a mandate to audit the use of the state 

finance in Indonesia independently (Article 1 

of Law Number 15 Year 2006). BPK’s audi-

tors, therefore, should uphold their inde-

pendence, integrity and professionalism in 

conducting an audit to deliver high-quality 

audit reports (Code of Ethics in BPK, 2016).  

After conducting financial report audits, 

BPK should issue an opinion regarding the 

auditees’ financial statement. The opinion 

which clarifies that the auditees present a 

true and fair financial statement, in all mate-

rial respects, is an unqualified opinion. This 

opinion is considered an achievement by the 

governmental institutions in Indonesia. Con-

sequently, governmental departments try 

their best to produce an adequate financial 

statement accountably and transparently to 

gain the unqualified opinion from BPK. The 

demand for the unqualified opinion creates a 

gap which could trigger illegal conducts per-

formed both by the auditees and the audi-

tors. The possible fraud could take place, 

such as bribery from the auditees to the au-

ditors, to urge BPK in issuing an unqualified 

opinion for the auditees.  

Due to the inherent characteristic of audit 

engagement between auditors and auditees 

as well as possible fraud which could occur, 

in term of cost, the potential consequences 

of the wrongdoing could be the damage of 

BPK’s reputation and the loss of public trust 

to BPK. Consequently, BPK should imple-

ment an effective whistleblowing system to 

detect any fraudulent activities from the be-

ginning. Since an early fraud detection is be-

lieved would lessen tremendous loss in the 

future which could be suffered by an organi-

zation (Pittroff, 2014). 

BPK has implemented a whistleblowing sys-

tem since 2011 through the Decree of the 

Secretariat General of BPK Number 507/K/

X-XIII.2/12/2011 about Whistleblowing Sys-

tem in BPK (Keputusan Sekretaris Jenderal 

Nomor 507/K/X-XIII.2/12/2011). The regu-

lation stated that every employee in BPK is 

obliged to report any red flags that they 

know or aware to the addressee which are 

the Inspektorat Utama BPK, the Human Re-

sources Department and the Direktorat Uta-

ma Binbangkum or abbreviated as Satuan 

Tugas Kepatuhan Internal (Satgas). BPK 

also provides some channels that can be used 

by the tipsters to convey the information to 

the addressee. Besides, the rule ensures that 

the whistleblowers would be protected, given 

appreciation as well as informed any action 

or follow up taken by the addressee.  

Therefore, the purpose of this study is to 

identify some factors which drive employees’ 

intention to whistleblow their tips as well as 

rank the elements to which are the most fa-

vourable to the least important based on the 

point of view of BPK’s officials. The authors, 

then, will elaborate each element in detail. 

The authors believe that some factors should 

be more reinforced than the others to trigger 

employee’s intention in utilising the whistle-

blowing system. By having knowledge about 

that, BPK could review and redesign the 

whistleblowing system which has been im-

plemented since 2011. Thus, the function of 

whistleblowing mechanism in BPK would be 

useful in detecting fraud earlier.  

 

LITERATURE REVIEW 

The Damage of Fraud  

Nowadays, fraud is not a novel concept in 

business. Society comprehends that it is an 

intentional action taken by one individual to 

deceive, cheat and get an advantage of 

another (Albrecht et al., 2014). The scholars 
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argue that once fraud happens, it could 

reduce a company’s income on a dollar-for-

dollar basis. It means that the company’s net 

income will decrease by $1 for every $1 of 

fraud. The global financial crisis which 

happened in late 1999, such as the Enron 

scandal, became a notorious example of 

fraud.   

Eradicating fraud is a paramount challenge 

for most companies (Lowe et al., 2015). 

Fraud is likely to occur because anybody 

could conduct a fraudulent activity, as long 

as she or he has an opportunity, pressure 

and rationalisation (Albrecht et al., 2014). 

The scholars also emphasise that there is no 

such thing as a little fraud. When fraud is 

detected, it is essential to respond to it 

seriously because if the wrongdoers are 

allowed to continue, they could become 

braver and cause greater financial damage 

(ACFE, 2016; Lewis & Trygstad, 2009). 

Thus, an early mechanism for fraud 

detection is a fundamental element for an 

organization. However, the increasing 

number of fraud cases is undeniable. In the 

private sector, for instance, the percentage of 

individual frauds, as well as collusive frauds, 

rose by 82% and 71% respectively during 

2012 (KPMG, 2012). Besides, the ACFE 

(2016) explains that most firms might lose 

approximately 5% of their annual revenue 

because of fraud. Moreover, the ACFE’s 

survey which was conducted from January 

2014 to October 2015, revealed that from 

2,410 fraud cases, the total loss exceeded 

$6.3 billion. Indonesia Corruption Watch 

(ICW), furthermore, states that public sector 

organizations also suffer severe damage of 

fraud. ICW (2017) declares that the number 

of fraud cases increased by 20% from 2016 to 

2017. Additionally, the amount of state loss 

rose by 353% from 2016 (Rp1,450 trillion) to 

2017 (Rp6,562 trillion).  

Pittroff (2014) also discovers that most or-

ganizations implement a whistleblowing sys-

tem to comply with the law and to prevent of 

reputational damage although they are not 

convinced that it is a valuable resource of 

tips and complaints. From these facts, it 

could be concluded that the implementation 

of the current whistleblowing system may 

not be as effective as expected.  

Whistleblowing System: Its Challenges 

and Key Elements  

An early fraud detection scheme should be 

carried out not only by top management but 

also by all the co-workers since they are in 

the best position to detect fraud and to pro-

vide tips and complaints (Apaza & Chang, 

2011; Albrecht et al., 2014; Dasgupta & 

Kesharwani, 2010; Lewis & Trygstad, 2009; 

Lowe et al., 2015). Lowe et al. (2015), more-

over, assert that lower-level organizational 

members are often the individuals who could 

detect a fraudulent act in the first place. 

Thus, both private and public sector organi-

zations should implement a whistleblowing 

system to accommodate tips and complaints 

from employees and third parties. 

Dasgupta and Kesharwani (2010) as well as 

Near and Miceli (1985, p.4, as cited in 

Pittroff, 2014) define that a whistleblowing 

as a disclosure given by members of an or-

ganization, both current and former emplo-

yees, about some suspected red flags of 

fraudulent activities to an addressee that 

could follow up the information and stop the 

illegal practices. While Apaza and Chang 

(2011) as well as Lee and Fargher (2013) ar-

gue that an effective whistleblowing system 

is a mechanism that could cause an organiza-

tion to investigate the tips received, trigger 

an institution to strengthen its internal con-

trol system, stop the wrongdoing in a reason-

able time frame as well as minimize the loss 

caused by fraud. It is believed that a whistle-

blowing system could be an initial and the 

most common fraud detection scheme in 

some regions, such as United States, Canada, 
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Asia-Pacific, Latin America and the Caribbe-

an as well as Europe (ACFE, 2016). 

However, many institutions may confront 

distrust from the employees to engage in a 

whistleblowing system (Gao et al., 2014). 

Furthermore, Alleyne et al. (2017) claim that 

whether employees would use a whistleblow-

ing mechanism depends on their personal 

decisions about the cost of reporting. Yeoh 

(2014) also believes that the personal, social 

and financial cost heavily related to some 

consequences of disclosing the complaints. 

Fear of retaliation, as well as a sanction from 

management and co-workers, could hold 

someone’s intention to blow the whistle 

(Albrecht et al., 2014; Alleyne et al., 2017). 

Besides, a hostile environment in an organi-

zation, where there is no support from the 

top management and that a tipster is 

perceived to be disloyal, would create silence 

and pressure among the staff to reveal any 

suspected misconducts (Alleyne et al., 2017; 

Yeoh, 2014).  

Albrecht et al. (2014), moreover, highlight 

that there are four possible problems which 

should be addressed when a company ap-

plies a whistleblowing system. First, fraud is 

liquid and abstract (KPMG, 2012). It means 

that no one could detect that fraud is hap-

pening without future investigations. Thus, it 

might be impossible for a worker to ensure 

that fraud is occurring in the company. Se-

cond, informants are likely to hesitate to 

come forward since they are afraid of the 

negative impacts or reprisals that they may 

encounter as a whistleblower. The emplo-

yees, thirdly, sometimes are intimidated by 

the fraudsters, especially if the wrongdoers 

are managers who have a higher position 

than them. Lastly, it is challenging to disti-

nguish the motivation of the tipsters. They 

could report the fraud symptoms honestly 

and fairly on behalf of the companies’ inte-

rests. Nevertheless, they may have hidden 

intentions such as revenge or envy of their 

colleagues. In addition, Pittroff (2014) as-

sumes that the information given could jeo-

pardise the companies’ reputation if it rea-

ches outside the firms.  

Consequently, it is prominent to set up a 

whistleblowing system which is equipped 

with adequate elements that could trigger 

employees’ intention as well as gain their 

trust to blow the whistle. Drawing from pre-

vious research, several factors are contri-

buting to an effective whistleblowing system, 

namely: 

1. Power to influence the participants 

Pittroff (2014) suggests that the 

effectiveness of a whistleblowing system, 

which is to discontinue an illegal activity, 

may rely on a power relation between 

tipsters and an addressee. The tipsters are 

employees of an organization who are 

likely to blow the whistle, whereas an 

addressee is a person or an institution 

who receives complaints given by the 

whistleblowers as well as clarifies the 

misconducts. The scholar states that an 

addressee should be perceived as a 

credible and trustworthy party to gain 

reliance from employees on using the 

system. Primarily, if the tipsters are low-

level employees who have no power 

resource, they would depend on an 

addressee that has enough authority to be 

able to reinforce justice as well as penalise 

the wrongdoers.  

Apaza and Chang (2011), Gao et al. (2014) 

as well as Yeoh (2014), moreover, explain 

that an addressee could be an internal or 

external party in an organization. The 

scholars argue that low tier staff would 

prefer an external whistleblowing system 

since it is likely to have a stronger 

procedural safeguard. On the other hand, 

upper-level managers would choose 

internal reporting channel since they 
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concern about the damage of company’s 

reputation because of the adverse 

publicity. Yeoh (2014), besides, finds that 

most whistleblowers would disclose some 

red flags to their supervisor, but they 

would go external if the supervisors fail to 

address the tips adequately. In this study, 

however, the authors will not differentiate 

the internal and external addressee since 

BPK has an internal addressee that is the 

Satgas (Decree of the Secretariat General 

of BPK Number 507/K/X-XIII.2/12/ 

2011). Also, as a governmental institution 

in Indonesia, the authors expect that it is 

unlikely BPK would have an external 

administered whistleblowing system.  

2. Power of the suspected wrongdoers 

It is believed that staff may hesitate to re-

port any fraudulent activities when they 

are aware that they are the only person 

aside from the fraudster who know that 

the illegal conduct is happening in an or-

ganization (Robinson et al., 2012). The 

statement is supported by Pittroff (2014) 

who argues that some suspected fraud-

sters who are in the high level of manage-

ment could threaten the tipsters not to 

disclose their knowledge about the red 

flags. 

Moreover, fear of reprisal would lessen 

employees’ intention to uncover any 

illegal conducts (Robinson et al., 2012). 

Retaliation could take a different form of 

harmful activities against the whistle-

blowers. In our setting, retaliation could 

take place when an employee understands 

that his or her supervisor involves in 

fraudulent activity; then, the supervisor 

knows the individual’s awareness. In such 

a situation, the supervisor possesses a 

power to negatively revenge the staff such 

as giving a poor performance, making the 

staff work overtime or intimidating them. 

In the public sector organizations, one 

possible retaliation that may be encoun-

tered by the whistleblowers, who are 

perceived as disloyal, is they could be 

transferred to unfavourable provinces 

where are located far away from the 

employees’ home base.  

3. Anonymity and confidentiality 

Albrecht et al. (2014) explain that anony-

mity is when a whistleblowing mechanism 

conceals tipsters’ identity. It means that 

the whistleblowers do not oblige to inform 

their identity to the addressee. The anony-

mous reporting, then, would lessen the 

possible retaliation such as sanctions from 

managers or verbal threats from other co-

workers (Alleyne et al., 2017; Lee & Far-

gher, 2013). The authors also state that 

anonymity would create an effective whis-

tleblowing mechanism since it increases 

the disclosure from the employees via the 

whistleblowing system.  

However, many organizations may be 

unwilling to implement the anonymous 

reporting system because it could hinder 

the future investigation. In this regard, 

the addressee is unable to obtain further 

information from the whistleblowers, and 

the credibility of the complaint is lower if 

the tipsters remain anonymous. The 

addressee, consequently, would encounter 

difficulties to terminate the misconduct 

since the lack of evidence and limited 

information gained from the tipsters.  

Therefore, the whistleblowing systems 

may favour confidentiality, whereby the 

addressee knows the identity of the whis-

tleblower but does not reveal the infor-

mation publicly (Pittroff, 2014). Neverthe-

less, this mechanism could encounter em-

ployees’ hesitancy due to possible retalia-

tion or distrust the addressee (Lee & Far-

gher, 2013). These issues could indirectly 

cause the whistleblowing system to fail. 
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Consequently, the confidential-reporting 

mechanism must be supported by a highly 

credible and trusted addressee to increase 

employees’ willingness to blow the whis-

tle. 

4. Incentives or rewards 

Firms could encourage their employees to 

disclose any unlawful activities that they 

know by offering them some incentives or 

rewards (Alleyne et al., 2017; Dasgupta & 

Kesharwani, 2010; Rose et al., 2018). The 

scholars also contend that incentives 

could increase the perceived benefits as 

well as reduce financial and emotional 

costs involved in a whistleblowing activity. 

Moreover, Alleyne et al. (2017) state that 

incentives could drive the whistleblowers 

to reveal the tips internally rather than 

externally. 

Nevertheless, Dasgupta and Kesharwani 

(2010) as well as Yeoh (2014) highlight 

that some ethicists may criticise the 

reward system. They believe that the 

introduction of rewards will not affect 

someone’s intention to blow the whistle. 

The moral value and altruistic concern 

would motivate the employees to inform 

any illegal conducts regardless of any 

incentives involved. Even lawyers, who 

have an obligation of confidentiality to 

clients’ interests, have a role as law 

enforcers and oblige to disclose any 

clients’ wrongdoing on behalf of justice 

(Parker et al., 2017).  

Yeoh (2014), additionally, claims that a 

suitable amount of financial rewards or an 

appropriate time to give the incentives to 

the whistleblowers is another problem. 

The reward mechanism may not work 

when the financial settlement is too low or 

too late given to the tipsters since they 

may lose their job and find difficulties to 

find another one because of the 

employers’ reprisal.  

5. Tipsters’ protection 

Fear of retaliation has an enormous 

influence on the effectiveness of the 

whistleblowing system (Apaza & Chang, 

2011). The authors point out that most 

tipsters would not come forward since 

they are afraid of retaliation; thus, the 

organizations should provide a whistle-

blower protection law. Without any strong 

regulation, the tipsters could experience 

severe consequences even the whistle-

blowing system effectively solves the 

damage of fraud.  

Moreover, Lewis and Trygstad (2009), as 

well as Parker et al. (2017) insist that 

disclosing any illegal conducts is a form of 

democratic right owned by a member of 

an organization. Hence, the freedom to 

speak should be protected legally under a 

rigid regulation. On the other hand, 

Pittroff (2014) analyses that statutory 

regulation to protect whistleblowers may 

not necessarily lead to an effective 

whistleblowing system if the management 

is not convinced of the benefits of the 

whistleblowing mechanism. Consequent-

ly, without any support from the 

management, the weak law enforcement 

would not safeguard the whistleblowers 

from reprisal. In this regard, incentives 

regulation as explained before could be a 

better solution to increase employees’ 

awareness of utilising a whistleblowing 

system.  

6. Management’s support 

Alleyne et al. (2017) find that perceived 

organizational support could positively 

influence the employees’ whistleblowing 

intentions. The authors believe that upper

-level management should create an 

atmosphere or a culture where ethical 



ELEMENTS WHICH TRIGGER EMPLOYEE’S INTENTION TO DISCLOSE FRAUD… 
 Putri Anggraini and Ramadhan Nugraha Putra 

Volume 4, Number 2, Jul-Dec 2018: 105-124                                                                                                                      113 

behaviour is the responsibility of every 

member of the organization. The decision 

to inform any illegal conduct via the 

whistleblowing system, then, could be 

perceived as an acceptable and ethical 

practice without any different perception 

or moral ambiguity.  

Besides, Lee and Fargher (2013) reiterate 

that the ethical environment built by 

management would positively be related 

to the extent of whistleblowing disclosure. 

The scholars, moreover, said that 

supportive management could encourage 

anonymous reporting since it simplifies 

open communication. Also, Kastiel (2015) 

stresses the importance of “tone at the 

top” which means managers could be role 

models who set a culture of corporate 

governance by encouraging the use of the 

whistleblowing hotline without hesitation. 

7. Accessibility 

An effective whistleblowing system should 

provide easy access for potential 

whistleblowers. It means that the 

accessibility of the whistleblowing system 

should be available to the employees and 

they should be made aware of how to use 

the system (Kastiel, 2015). The scholar 

believes that when access to whistle-

blowing is restricted, it would be harder 

for the officers to report potential 

wrongdoing. Besides, the system could be 

run through a hotline service or secure 

web access which is supported by 

sufficient technology and direct reporting.  

Furthermore, Lee and Fargher (2013) 

argue that secure and trusted hotline 

services could increase the credibility of a 

whistleblowing system. The implementa-

tion of highly used of technology in the 

reporting channel may be considered 

expensive for an institution. However, it 

also signals management’s commitment 

to have an effective whistleblowing 

mechanism. 

8. Training of ethical programs 

Robinson et al. (2012) argue that 

organizations should facilitate the 

training of ethical programs for all of 

their employees. The training could 

strengthen the workers’ awareness of the 

importance to participate in reporting 

fraud actively. The scholars assert that the 

training programs could help the staff to 

understand the potentially severe 

detriment of financial statement fraud. In 

this regard, by strengthening employees’ 

moral and ethical value, they would be 

aware that they should report any 

fraudulent activities regardless of the 

wrongdoers’ position in the organization.  

Additionally, Alleyne et al. (2017) argue 

that the training course could solve the 

ethical dilemma and reinforce moral 

value among employees. By enhancing 

the ethical value and dignity, every 

member of an organization would 

disclose any fraudulent activities since it 

becomes everyone’s responsibility to 

safeguard the organization’s assets as well 

as reputation.  

9. Management’s responsiveness 

How management or addressee responses 

to the tips and complaints given by the 

whistleblowers is a significant factor that 

could influence an employee’s intention 

to blow the whistle (Alleyne et al., 2017). 

Management’s response would also deter-

mine the perceived acceptable ethical be-

haviour in a company. If the management 

does not appropriately follow up any tips 

given by the tipsters; then, the other or-

ganization’s members would neglect their 

responsibility to report any misconducts 

since it may be useless.  
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Moreover, the actions taken by an ad-

dressee is an essential determinant in 

whistleblowing effectiveness since it in-

forms that appropriate action will be 

made to address the unethical issue and 

offers reassurance to the whistleblowers 

that they will be protected from retaliation 

(Miceli & Near, 1992 as cited in Lowe et 

al., 2015). Robinson et al. (2012) also be-

lieve that an adequate response from 

management, such as giving severe penal-

ties to the wrongdoers and protecting the 

tipsters from retaliation, would provide a 

warning to fraudsters that the companies 

will not tolerate any unlawful actions and 

will forbid future wrongdoers from com-

mitting fraud.  

 

RESEARCH METHODS 

The authors develop a questionnaire to as-

sess the perception of BPK’s employees on 

which of the factors that are significant in 

convincing them to report any red flags 

through a whistleblowing mechanism in 

BPK. The questionnaire consists of close-

Table 1. Key Elements of a Whistleblowing System (Research Variables) 

Variables Question Type Indicators Scale 

Power position of whistleblowers Close-ended question  Likert 

Power position of fraudsters   

Close-ended question   Likert 

Open-ended question 

- Anonymity 

- Confidentiality 

- Others (short answer) 

  

Power position of addressee Close-ended question  Likert 

Information of the whistleblowers’ 

identity 

Close-ended question   Likert 

Open-ended question 
- Anonymity 

- Confidentiality 

  

Incentives/rewards  

Close-ended question  Likert 

Open-ended question 

- Financial reward 

- Acknowledgement 

- Additional leave/free holiday 

- Others (short answer) 

  

Whistleblowers' protection Close-ended question   Likert 

Management's support  
Close-ended question   Likert 

Open-ended question Short answer  

Accessibility  

Close-ended question   Likert 

Open-ended question 

- Hotline 

- Website 

- Information box (paper based) 

- Others (short answer) 

  

Ethical training program  

Close-ended question   Likert 

Open-ended question 

- Once a year 

- Twice a year 

- More than twice a year 

 

Management's response Close-ended question   Likert 

Source: Processed from various sources 
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ended as well as open-ended questions. The 

close-ended questions include ten items, 

while short-answer questions comprised of six 

points. Likert scale analysis, moreover, is used 

to measure the answers from the respondents 

for the ten close-ended questions, by catego-

ries: 

1. Very unlikely to influence/very poor 

2.Unlikely to influence/poor 

3.Neutral/average 

4.Influencing/good 

5.Very influencing/very good 

The inspected variables are elaborated in ta-

ble 1. 

For the data analysis in this study, the authors 

use descriptive statistical analysis to rank the 

most crucial element to the least favourable 

factor that could trigger BPK employees’ in-

tention to utilise the whistleblowing system. 

After that, the short-answer questions are 

analysed and grouped based on the most an-

swers given by the respondents. Data pro-

cessing produces tabulation containing the 

elements of the whistleblowing system, num-

ber of respondents, percentage and addition-

al information which are gained from the 

open-ended questions.  

Population and Sample 

The population of this study is all of BPK’s 

employees. The authors are not differen-

tiating the role and responsibility as well as 

the managerial position of respondents since 

the authors believe that every member of 

BPK could be a potential whistleblower. 

Therefore, simple random sampling is used 

since every individual in the population 

would gain the same probability being cho-

sen as a sample. In the questionnaire, the 

Table 2. Respondents’ Background and Their Role in BPK 

Variables Indicators 

Gender - Male 

- Female 

Age - 20-30 years old 

- 31-40 years old 

- 41-50 years old 

- More than 50 years old 

Role in BPK - Auditor 

- Administration officer 

Managerial position in BPK - Team member (Administrasi Umum, Anggota Tim Yunior, Anggota Tim Senior) 

- Team leader (Ketua Tim Yunior, Ketua Tim Senior, Pejabat Eselon IV) 

- Controller (Pengendali Teknis, Pejabat Eselon III) 

- Others 

Working tenure in BPK - 0-5 years 

- 5-10 years 

- 11-15 years 

- 16-20 years 

- More than 20 years 

Educational background - Diploma (DI/DIII) 

- Undergraduate (S1/D4) 

- Postgraduate (S2) 

- Doctorate (S3) 

Source: Authors 
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authors also developed several questions re-

garding respondents’ identity to indicate the 

various background as well as different roles 

of the respondents in BPK, as seen in table 2. 

Table 2 shows that the authors try to identify 

respondents’ identity by taking into account 

their gender, age, working tenure, educa-

tional background as well as different roles 

and responsibilities that they have in BPK. 

By having various respondents with different 

background and managerial position in BPK, 

the result of analysis could be generalised 

and applied toward upper-level managers as 

well as low-level employees.  

 

RESULT AND DISCUSSION  

From July to August 2018, the authors have 

distributed 775 questionnaires to BPK’s em-

ployees. Table 3 indicates that the 775 ques-

tionnaires have been distributed to BPK’s 

employees. During the two months of collect-

ing period, the authors received 10% reply 

from the respondents which are 79 answers. 

The respondents’ details, as seen in table 4. 

From table 4, it can be concluded that female 

and male respondents share proportions 

which are 48% and 52%, respectively. Then, 

most of the respondents are auditors who are 

among 30 to 40 years old and have been 

working in BPK for about 5 to 10 years. They 

are likely to be team members or lower level 

employees who may have the best position in 

detecting any illegal misconducts earlier 

(Albrecht et al., 2014; Apaza & Chang, 2011; 

Dasgupta & Kesharwani, 2010; Lewis & 

Trygstad, 2009; Lowe et al., 2015). Whereas, 

senior officers who have 11 to more than 20 

years of working experience in BPK also par-

ticipated in this study. They may have a role 

as team leaders in audit teams or high-level 

managers who could significantly support 

and become champions for the implementa-

tion of the whistleblowing mechanism in 

BPK.  

Table 3. Distribution of Questionnaire 

BPK's Office 
Number of 

Questionnaire 

Head office in Jakarta 382 

BPK's Representative Office 393 

Total 775 

Source: Author’s data processing and analysis 

Table 4. Information of Respondents’ Background 

and Roles in BPK 

Variables 

Number of 

Question-

naire 

% 

Gender    

Female 38 48% 

Male 41 52% 

Age     

20-30 years old 10 13% 

31-40 years old 57 72% 

41-50 years old 12 15% 

Role in BPK    

Auditor 62 79% 

Administration Officer 17 22% 

Managerial Position in BPK 

Team member 59 75% 

Team leader 17 22% 

Controller 1 1% 

Others 2 3% 

Working Tenure    

0-5 years 7 9% 

5-10 years 43 54% 

11-15 years 21 27% 

16-20 years 3 4% 

More than 20 years 5 6% 

Educational Background     

S1/D4 52 66% 

S2 27 34% 

Total 79 100% 

Source: Author’s data processing and analysis 
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The authors, then, investigate the awareness 

of the respondents that BPK has implement-

ed a whistleblowing system since 2011. The 

result shows that 66% of them understand 

that a whistleblowing mechanism exists in 

BPK. The last 34%, unfortunately, do not 

comprehend that BPK has implemented a 

whistleblowing system for about seven years 

as shown in figure 2. The authors, moreover, 

find that none of the respondents has utilised 

a whistleblowing mechanism in BPK, as 

shown in figure 3.  

Furthermore, the result of the descriptive 

statistical analysis, as well as answers to the 

open-ended questions, are elaborated in ta-

ble 5. Based on the table 5, it can be summa-

rised that BPK’s employees consider the 

whistleblowers’ protection as the most criti-

cal component which should be strengthened 

in a whistleblowing mechanism (mean 

4.684). By having a rigid whistleblowers’ 

protection regulation, it would lessen their 

hesitation in disclosing any unlawful activity 

to the addressee. Consequently, fear of re-

prisal from the supervisor and possible bully 

as disloyal from other co-workers are the big-

gest challenges that BPK should overcome to 

run an effective whistleblowing system.  

Management's support is the second most 

crucial element in a whistleblowing mecha-

nism in BPK (mean 4.582). In this regard, 

the upper-level managers should set a tone 

at the top that disclosing any fraudulent ac-

tivities to the addressee is acceptable and 

ethical behaviour. Additionally, many res-

pondents demand moral support from their 

supervisor as well as the transparent process 

in every step taken to terminate the fraudu-

lent activities reported by them. 

Moreover, assertive respond and follow up 

toward the tips given by the whistleblowers 

is the third factor which could influence 

BPK’s employees to disclose any wrongdoing 

(mean 4.455). Severe punishment to the 

fraudsters would create a deterrent effect, 

signalling that BPK is seriously combating 

any wrongful conducts among employees 

and preventing any fraud to reoccur in the 

future. 

Fourth, many respondents prefer anonymity 

(58%) over confidentiality (39%) when it re-

lates to the secrecy of the whistleblowers’ 

identity. It means that BPK’s employees 

choose not to disclose their identity to the 

addressee. On the one hand, anonymity 

could increase the disclosure through an ef-

fective whistleblowing system (Lee & Far-

gher, 2013). On the other hand, Pittroff 

(2014) argues that anonymity could reduce 

the credibility of the complaints as well as 

hinder future investigation conducted by the 

addressee. Nevertheless, the limitations 

Figure 2. Employees’ awareness of the whistle-
blowing system in BPK 

Source: Author’s data processing and analysis  

Figure 3. The utilisation of the whistleblowing sys-
tem in BPK 

Source: Author’s data processing and analysis  



JURNAL TATA KELOLA & AKUNTABILITAS KEUANGAN NEGARA 

 118  

 

caused by an anonymous reporting mecha-

nism could be managed if the whistleblowing 

system requires adequate evidence given by 

the tipsters when they disclose any miscon-

ducts. The evidence would help the addres-

see to follow up and inspect the potential 

fraud optimally. 

Power position owned by the addressee, the 

whistleblowers as well as the potential fraud-

sters, furthermore, are the fifth (mean 

4.405), the eighth (mean 4.063) and the 

ninth (mean 3.987) essential elements which 

could be considered by the potential tipsters 

as factors that could escalate the personal 

costs when they blow the whistle. As men-

tioned before, potential tipsters especially 

who are low-level staff would rely on a credi-

ble and trusted addressee to protect them 

from retaliation of the potential wrongdoers 

(Pittroff, 2014). 

Sixth, most of BPK’s officers believe that  

ethical training program which is conducted 

at least once a year is an essential factor in 

establishing an effective whistleblowing sys-

tem (mean 4.392). The training programs 

not only reinforce ethical behaviour and va-

lue among the employees but also clarify any 

moral ambiguity in the organization. A false 

paradigm about “being a whistleblower 

means being disloyal to employers” would 

vanish over the time. Moreover, ethical train-

ing would help the staff to comprehend the 

severe consequences of fraud (Robinson et 

al., 2012). Regular ethical training programs 

would also create awareness among the em-

ployees in BPK that a whistleblowing mecha-

nism exists as a secure media to disclose and 

prevent any wrongdoing on behalf of justice 

Table 5. The Crucial Elements of a Whistleblowing Mechanism based on the Perspective of BPK ’s Employees 

Rank Elements of Whistleblowing System Mean 
Additional         

Information 
Number of 
Response 

% 

1 Whistleblowers' protection 4.684       

2 Management's support 4.582       

3 Management's response/follow up 4.456       

4 

Information of the whistleblower's iden-
tity   4.418   

Anonymity 46 58% 

Confidentiality 31 39% 
Blank 2 3% 

5 Power position of addressee 4.405       

 6  Ethical training program    4.392   

Once in a year 47 59% 

Twice in a year 19 24% 

More than twice in 
a year 

5 6% 

Blank 8 10% 

 7  Accessibility   4.380   

Hotline 15 19% 

Website 42 53% 

Information box 
(paper based) 

13 16% 

Others 7 9% 

Blank 2 3% 

 8  Power position of fraudsters   4.063   
Anonymity     

Confidentiality     

9 Power position of whistleblowers  3.987       

10   3.684   

Financial reward 15 19% 

Incentives/rewards  

Acknowledgement 23 29% 
Additional leave/ 
free holiday 

5 6% 

Others 9 11% 

Blank 27 34% 

Source: Author’s data processing and analysis 
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and altruism.  

Many respondents also believe that secure 

access to the whistleblowing mechanism 

would increase their intention to whistleblow 

(mean 4.380). They choose a website, hotline 

service and information boxes as the means 

to disclose the tips and complaints, which 

are 53%, 19% and 16%, respectively. Other 

respondents also reckon that email and text 

message could be used to communicate in-

formation about illegal activities that they 

suspect is happening in BPK. As Lee and 

Fargher (2013) state that a secure hotline 

channel would increase anonymity and cause 

deterrent effects toward potential perpetra-

tors. Nevertheless, to run a website as a me-

dia of communication between an addressee 

and potential whistleblowers could be costly 

for an institution, but it also points out ma-

nagement’s commitment and support in es-

tablishing an effective whistleblowing sys-

tem. 

The least important factor in influencing 

BPK’s employees to blow the whistle is re-

wards or incentives (mean 3.684). Accor-

dingly, Dasgupta and Kesharwani (2010) 

state that awards will not affect someone’s 

intention to disclose any wrongdoing since it 

is the moral value that motivates the emplo-

yees to distinguish the right and wrong mat-

ter. The result contradicts to Alleyne et al. 

(2017) who believe that rewards mechanism 

could increase disclosure via a whistleblow-

ing system.  

Nevertheless, if BPK’s employees could re-

ceive any rewards for their bravery in dis-

closing any wrongful conducts, they may 

prefer to obtain acknowledgment or honour 

from their employers and colleagues (29%), 

financial rewards (19%) and additional leave 

or vacation (6%). While, the other 34% of 

respondents do not disclose their opinion 

regarding the preferred rewards, the 11% of 

them mention that they would like to be ro-

tated to their home-based, gained promotion 

and being informed of every progress taken 

by the addressee in following up the fraud 

case as well as acquired financial bonuses.  

 

CONCLUSION 

To sum up, there are ten elements to be con-

sidered when an institution sets a whistle-

blowing mechanism. Those factors could 

trigger employees’ intention in disclosing 

any illegal conducts, such as bribery, to the 

addressee. BPK as one of the governmental 

institutions which are obliged to set up a 

whistleblowing system should take into ac-

count these elements as well. Nevertheless, 

one factor may be more important to be 

strengthened than the others; thus, the au-

thors rank these items based on the perspec-

tive of BPK’s employees.  

The most crucial elements that the manage-

ment should count is the protection to the 

potential whistleblowers. Next, the upper-

level management should set a tone at the 

top by legally, morally and financially sup-

porting the tipsters who blow the whistle 

publicly. After that, management or the ad-

dressee should objectively follow up any tips 

and complaints given by the whistleblowers. 

Also, an anonymous reporting mechanism 

could increase the disclosure through a whis-

tleblowing system. Many respondents, addi-

tionally, state that ethical training program 

could establish an ethical environment as 

well as strengthen moral value among the 

staff. Besides, the respondents would exa-

mine the power position owned by the ad-

dressee, the possible wrongdoers and them-

selves as potential tipsters as factors that will 

increase or decline reasonable personal cost 

to blow the whistle.  

Most of BPK’s employees, moreover, prefer 

website and hotline service as a means of 
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communication to deliver any information 

regarding red flags. The methods of commu-

nication also increase anonymity and likeli-

hood of an effective whistleblowing system. 

Lastly, rewards and incentives such as 

acknowledgement, promotion and bonuses 

are the least criteria which could trigger a 

potential whistleblower to come forward in 

BPK.  

Although the result of the descriptive statisti-

cal analysis shows that the most crucial com-

ponent in a whistleblowing system in BPK is 

the whistleblowers’ protection and the least 

important factor to be considered is the re-

wards mechanism, these elements comple-

ment each other to establish an effective 

whistleblowing system, as shown in figure 4. 

In other words, even the whistleblowers’ pro-

tection is the most prominent element; but, 

it could not make a whistleblowing system 

becomes effective without any support from 

the management, a credible addressee, se-

cure access to the system, regular training of 

ethical program or an acknowledgement gi-

ven to the potential tipsters. As described in 

figure 4, all of the elements are an integral 

factor in a whistleblowing mechanism, where 

the management support as the centre of the 

system. Meaning that every factor in the 

whistleblowing system could exist by the 

support and commitment from the manage-

ment to gain the benefit from the system. 

The advantage of a whistleblowing system 

may not be acquired in a short period, but an 

effective whistleblowing mechanism is the 

most effective and universal tool in the fraud 

detection scheme to prevent tremendous loss 

such as the damage of BPK's reputation to-

wards the public in the future. 

Implication 

Our proposed study would contribute to 

management in BPK to revisit the whistle-

blowing mechanism which has been imple-

mented since 2011. Then, BPK’s manage-

Figure 4. Key Elements in an Effective Whistleblowing System 

Source: Authors 
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ment could reformulate an effective whistle-

blowing system in the organization. Argua-

bly, effective whistleblowing should be per-

ceived as a credible and secure system; thus, 

the employee would disclose any wrongdoing 

without any hesitation. Since Apaza and 

Chang (2011), Albrecht et al. (2014), Dasgup-

ta and Kesharwani (2010), Lewis and 

Trygstad (2009) as well as Lowe et al. (2015) 

state that it is usually the employees who 

have the best position in detecting fraud in 

the first place; hence, it is essential to con-

sider their perception of what factors should 

be put in place to strengthen the whistle-

blowing system in BPK. 

Limitation 

The limitation of this study is the limited 

data which has been used and analysed; 

thus, future research with various data from 

more respondents and different organiza-

tions could give a broader knowledge about 

the elements which are crucial in setting up 

an effective whistleblowing system. Further-

more, the study is conducted in BPK; the au-

thors do not ensure if the result could be 

applied in other governmental institutions or 

private sectors because of the different 

characteristics of every organization.  

Moreover, the authors do not examine the 

personal value, moral intensity, cultural 

background or working tenure of the 

respondents which may or may not influence 

their decision to report some red flags via the 

whistleblowing system. The next study may 

need to consider those factors through a 

focus discussion group or a case study 

setting. 
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